Abstract: Industrial control systems (ICS) control significant portions of the U.S. critical infrastructure (e.g., power grid, pipelines, and water management). These systems are known to be vulnerable to cyberattacks, as demonstrated in the past, such as CrashOverride, Havex, and HatMan. More recently, DHS CISA reported Russian state-sponsored cyber operations against Ukrainian critical infrastructure, causing denial-of-service and deployment of KillDisk and other destructive malware. In case of a security breach or catastrophic event, digital forensics investigation is crucial to answering questions about an attack. This talk will explore how malicious actors can exploit the vulnerabilities in common design features in real-world field devices into successful attacks on physical processes. It will further discuss research challenges and opportunities to investigate an ICS environment effectively.
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